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 SPECIFICATIONS 

 1.  PURPOSE  AND  SCOPE  OF  WORK:  The  West  Virginia  Public  Employees  Insurance 
 Agency  (PEIA)  is  seeking  an  experienced  consultant  to  design  and  administer  a  Request  for 
 Proposal  (RFP)  to  obtain  a  fully  transparent/pass  through  Pharmacy  Benefit  Manager 
 (PBM).  PEIA  seeks  a  prescription  administration  program  that  results  in  the  most  robust 
 pharmacy  benefit  for  its  members  at  the  lowest  possible  cost.  PEIA  will  entertain  any 
 concept,  process  or  methodology.  This  may  range  from  a  traditional  PBM  administrative 
 services  only  model  to  a  fully  fiduciary  guaranteed  Per  Member  Per  Month  (PMPM)  model 
 and  include  the  full  range  of  PBMs.  The  PEIA  is  the  State  agency  that  provides  group 
 health  and  life  insurance  for  state,  county,  and  municipal  employees.  Coverage  is  provided 
 for  more  than  200,000  active  and  retired  members,  including  Medicare-eligible  retired 
 employees and Medicare-eligible dependents of retired employees. 

 This procurement is exempt from some requirements of the West Virginia Purchasing 
 Division pursuant to W. Va. Code §5A-3-10b. 

 1.1.  BACKGROUND INFORMATION 

 1.1.1.  The  PEIA  has  determined  that  it  is  necessary  to  bid  the  contract  for  all 
 PBM  services.  The  PEIA  desires  separate  pricing  bids  for:  (1)  PBM 
 services  for  the  actively  employed  members  and  non-Medicare  retired 
 members  and  their  dependents;  (2)  Retiree  Drug  Subsidy  (RDS)  services 
 for  the  Medicare-eligible  retired  employees  and  Medicare-eligible 
 dependents  of  retired  employees  that  age-in  to  Medicare  during  the  Plan 
 Year;  (3)  Medicare  Part  D  Prescription  Drug  Plan  (PDP),  Employer 
 Group  Waiver  Plans  (EGWP),  for  Medicare-eligible  retired  employees  and 
 Medicare-eligible  dependents  of  retired  employees.  (These  services  will 
 only  be  used  in  the  event  a  necessity  arises  to  deviate  from  the  current 
 Medicare Advantage Prescription Drug Plan (MAPD) contract.) 

 1.1.2.  The  successful  bidder  should  be  prepared  to  identify  any  areas  of  concern 
 with  current  processes  and  make  recommendations  for  improvements  in 
 the  resultant  RFP.  PEIA  expects  this  vendor  to  offer  innovative 
 approaches  in  the  industry  to  manage  the  prescription  drug  program  and 
 not  suggest  only  existing  strategies  PEIA  is  already  using,  including  but 
 not limited to, network reimbursement, formulary, rebates, etc. 

 1.1.3.  The  successful  PBM  would  assume  not  only  the  claims  processing  for  all 
 prescription  claims  of  the  above  groups,  but  also  a  comprehensive  list  of 
 other  services,  including  but  not  limited  to,  network  management, 
 formulary  and  rebate  management,  drug  utilization  review,  prior 
 authorization,  benefit  design,  identification  cards  and  member 
 communication,  disease  management,  customer  and  client  support, 
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 reporting,  provider  profiling,  and  other  ancillary  services.  PEIA  reserves 
 the  right  to  carve  out  any  portion  of  the  PBM  services  to  another  vendor  if 
 desired. 

 1.1.4.  Due  to  the  enormity  and  complexity  of  this  contract  award  the  PEIA  is 
 seeking  to  employ  a  consultant  for  development  of  the  RFP,  issuance  of 
 the  RFP,  evaluation  of  the  responses,  and  contract  negotiation.  The  vendor 
 will  be  the  point  of  contact  for  the  entire  RFP  development,  issuance, 
 bidder’s  conference,  questions  and  answers,  evaluation,  and  award  of  the 
 contract.  PEIA will be involved in the entire process. 

 1.1.5.  The  RFP  needs  to  be  released  in  April  2025  and  a  successful  bidder 
 selected  by  October  31,  2025  because  if  there  is  a  change  in  PBMs,  the 
 implementation  must  begin  by  January  1,  2026.  The  effective  date  of  the 
 contract will be the beginning of Plan Year 2027, July 1, 2026. 

 1.2.  RFQ SCHEDULE* 

 *Dates subject to change at PEIA’s discretion 

 1.3.  RFQ COMMUNICATION 

 All communication & inquiries regarding this RFQ must be submitted in writing to 
 the following individual: 

 Ms. Felice B. Joseph, RPh 
 WV Public Employees Insurance Agency 
 601 57  th  Street, SE, Suite 2 
 Charleston, WV 25304-2345 
 Fax:  (304) 558-2470 
 E-mail:  Felice.B.Joseph@wv.gov 

 RFQ Issued  August 12, 2024 
 Vendor Questions Due to PEIA  August 19, 2024, 4:00 p.m., EST 
 PEIA Responses to Vendor Questions  August 26, 2024 
 Vendor Quotes Due to PEIA  September 3, 2024, 4:00 p.m., EST 
 Notification to Successful Vendor  September 25, 2024 
 Contract Award  October 3, 2024 

mailto:Felice.B.Joseph@wv.gov
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 2.  DEFINITIONS:  The  terms  listed  below  shall  have  the  meanings  assigned  to  them  below. 
 Additional definitions can be found in section 2 of the General Terms and Conditions. 

 2.1.  Business  Associate  describes  an  entity  as  defined  by  45  CFR  160.103,  164.502(e), 
 164.504(e),  and  164.532(d)  and  (e)  of  the  Health  Insurance  Portability  and 
 Accountability Act of 1996 (HIPAA). 

 2.2.  Contract  Services  means  the  successful  vendor  consultant  will  provide  PEIA  with 
 the  development,  issuance,  evaluation  of  the  RFP,  recommendation  of  a  PBM,  and 
 contract  negotiation  for  services  consistent  with  the  requirements  listed  in  this 
 solicitation. 

 2.3.  Covered Entity  means an entity as defined under 45  CFR 160.103. 

 2.4.  HIPAA  means the Health Insurance Portability and Accountability  Act of 1996. 

 2.5.  PBM  means Pharmacy Benefit Manager. 

 2.6.  Pricing  Page  means  the  pages  upon  which  Vendor  should  list  its  proposed  price  for 
 the Contract Services.  The Pricing Page is attached hereto as Attachment A. 

 2.7.  RFQ  means  the  official  Request  for  Quotation  published  by  PEIA,  identified  as 
 ARFQ PEI2500000001. 

 2.8.  Solicitation  means  the  official  notice  of  an  opportunity  to  supply  the  State  with 
 goods of services. 

 2.9.  Vendor  or  Bidder  are used interchangeably throughout  this solicitation. 
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 3.  MANDATORY REQUIREMENTS: 

 3.1.  Mandatory  Vendor  Requirements:  Bidder  must  meet  or  exceed  the  mandatory 
 requirements  listed  below.  Required  forms  must  be  completed  and  submitted  with 
 the Bidder’s quote. 

 3.1.1.  The  Bidder  must  complete  Attachment  C  (Vendor  Experience 
 Reference  Information)  to  demonstrate  its  ability  to  meet  the  following 
 qualifications.  Failure  to  demonstrate  the  ability  to  meet  these 
 qualifications  will  automatically  disqualify  the  Bidder.  The  Bidder  must 
 restate  each  question/item  in  the  RFQ  response  then  provide  the  response. 
 The Bidder shall have the following minimum qualifications: 

 3.1.1.1.  Minimum  of  five  (5)  years’  consulting  experience  related  to 
 health care and pharmacy benefit management. 

 3.1.1.2.  Minimum  of  five  (5)  years’  consulting  experience  with  health 
 care  plans  and  pharmacy  plans  with  a  minimum  of  20,000 
 covered lives per plan. 

 3.1.2.  The  Bidder  responding  to  this  request  must  include  in  Attachment  C 
 (Vendor  Experience  Reference  Information  )  a  synopsis  of  experience 
 completing  relevant  projects  of  plans  with  a  minimum  of  20,000  covered 
 employees  of  similar  scope  and  nature  completed  within  the  last  36 
 months.  Bidder  should  describe  experience  with  traditional  and  non 
 traditional  pharmacy  benefit  delivery  models  that  add  transparency, 
 efficiency,  and  savings  to  plans  and  its  members.  PEIA  is  interested  in 
 low  cost  list  price  comparably  effective  prescriptions  and  less  dependence 
 on manufacturer rebates for savings. 

 3.1.3.  The  Bidder  should  be  completely  independent  from,  and  not  have  any 
 affiliation,  partnership,  or  agreement  with,  any  of  the  following  including, 
 but  not  limited  to,  Pharmacy  Benefit  Manager  (PBM),  Third  Party 
 Administrator  (TPA),  retail  and/or  mail  order  pharmacy  services,  drug 
 manufacturing,  or  distribution  services.  The  Bidder  must  agree  not  to 
 accept  any  commissions,  service  fees,  finder  fees,  or  any  monetary 
 remuneration  from  any  potential  vendor  before  or  after  the  issuance  of  this 
 resulting RFP. 

 3.1.4.  The  Bidder  that  prepares  the  RFP  will  be  ineligible  to  submit  a  bid  for  the 
 contract of any of the PBM services arising from this RFP. 
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 3.1.5.  If  you  are  submitting  a  proposal  to  this  RFQ  and  there  are  relationships 
 with  any  potential  conflict  of  interest,  the  Bidder  must  provide  full 
 disclosure. 

 3.1.6.  The  Bidder  must  complete  Attachment  E  (HIPAA  Business  Associate 
 Addendum  &  Appendix  ).  PEIA  is  a  Covered  Entity  as  defined  by  45 
 CFR  160.103.  The  Bidder,  in  performing  an  Administrative  function  on 
 behalf  of  the  Covered  Entity,  would  be  considered  a  Business  Associate  as 
 defined  by  45  CFR  160.103,  164.502(e),  164.504(e),  and  164.532(d)  and 
 (e)  of  the  Health  Insurance  Portability  and  Accountability  Act  of  1996 
 (HIPAA)  and,  as  such,  would  be  required  to  sign  the  West  Virginia 
 Executive  Branch  Business  Associate  Agreement.  The  Business 
 Associate  Agreement  shall  be  communicated  to  any  and/or  all 
 subcontractors  who  may  perform  any  of  the  Scope  of  Work  on  this 
 procurement.  The  Appendix  A  for  the  Business  Associate  Agreement  will 
 be completed with the successful Bidder(s). 

 3.1.7.  The  Bidder(s)  will  be  required  to  sign  Attachment  F  (  Data  Exchange  – 
 Data  Management  Addendum  &  Appendix  ).  The  Data  Exchange  – 
 Data  Management  Addendum  shall  be  communicated  to  any  and/or  all 
 subcontractors  who  may  perform  any  of  the  Scope  of  Work  on  this 
 procurement.  The  Appendix  A  for  the  Data  Exchange  –  Data  Management 
 Addendum will be completed with the successful Bidder(s). 

 3.1.8.  The  Bidder(s)  must  identify  any  and/or  all  subcontractors  who  will  or  may 
 perform  any  of  the  Scope  of  Work  on  this  procurement  including  name(s) 
 and contact person(s) in their response to this RFQ. 

 3.1.9.  Any  and/or  all  current  and  proposed  PBM  contract  terms, 
 reimbursement/network  information,  and/or  other  existing  PBM 
 information  shared  by  the  PEIA  to  or  with  the  Bidder(s)  shall  be 
 considered  confidential,  proprietary,  and/or  otherwise  not  subject  to  any 
 further  disclosure  and/or  release.  Such  information  shall  be  considered  the 
 sole  property  of  the  State  of  West  Virginia  and  shall  not  be  subject  to 
 release  under  the  Freedom  of  Information  Act  as  defined  by  WV  Code 
 §29B-1. 

 3.1.10.  The  Bidder  must  provide  three  (3)  references  from  current  or  previous 
 customers  that  have  utilized  the  Bidder  to  consult  on  similar  scope,  as  well 
 as  write  and  evaluate  an  RFP  which  include  the  client  name,  address, 
 contact person, email address, and telephone number.  See  Attachment C  . 
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 3.1.11.  This  bid  is  not  being  accomplished  through  the  State  Purchasing  Division. 
 However,  the  Bidder  providing  the  quotes  should  generally  comply  with 
 state contracting requirements. 

 3.1.12.  The  Bidder  must  complete  the  attachments  and  forms  in  all  links  in  this 
 RFQ.  Failure to complete in its entirety will result in disqualification. 

 3.1.13.  The  bid  proposal  will  be  awarded  on  a  fixed  fee  contract  basis.  See 
 Attachment A – Pricing Page  . 

 3.1.14.  The  Bidder  must  provide  the  resumes  of  the  employees  that  will  be 
 assigned  to  this  project  by  completing  Attachment  B  (Vendor  Personnel 
 Resumes)  . 

 3.1.15.  This  RFQ,  any  bid  proposals,  and  any  resulting  contract  is  subject  to 
 public  disclosure  under  the  West  Virginia  Freedom  of  Information  Act 
 (“FOIA”).  Accordingly,  if  the  Bidder  considers  any  part  of  its  bid 
 proposal  to  contain  trade  secret  information  exempt  from  disclosure  under 
 FOIA  then  the  Bidder  must  provide  a  second,  redacted  copy  of  its  bid 
 proposal  in  conjunction  with  the  original  bid  proposal.  See,  W.  Va.  Code  § 
 29B-1-4(a)(1) here: 

 http://www.wvlegislature.gov/WVCODE/ChapterEntire.cfm?chap=29B& 
 art=1&section=4#01 

 Bidder(s)  shall  assume  any  and/or  all  response  for  the  defense  of  the 
 non-release  of  the  Bid  submission(s)  under  the  FOIA  statute(s).  The  PEIA 
 assumes no liability for defending any release under FOIA. 

 See also, W. Va. Code § 47-22-1(d) here: 

 http://www.wvlegislature.gov/WVCODE/ChapterEntire.cfm?chap=47&art 
 =22&section=1#22#22 

 3.1.16.  Bidder  must  complete  Attachment  D  (RFQ  Qualification  Checklist)  and 
 submit it with their bid. 

 3.2.  Compliance  and  Indemnification:  The  Bidder  must  agree  to  the  following 
 terms and conditions: 

 3.2.1  Full  cooperation  with  PEIA  in  its  operations  as  it  relates  to  the  proposed 
 procurement process for a PBM vendor. 

http://www.wvlegislature.gov/WVCODE/ChapterEntire.cfm?chap=29B&art=1&section=4#01
http://www.wvlegislature.gov/WVCODE/ChapterEntire.cfm?chap=29B&art=1&section=4#01
http://www.wvlegislature.gov/WVCODE/ChapterEntire.cfm?chap=47&art=22&section=1#22
http://www.wvlegislature.gov/WVCODE/ChapterEntire.cfm?chap=47&art=22&section=1#22
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 3.2.2  Complete  and  accurate  reporting  to  PEIA  on  its  operations  as  they  relate  to 
 the provision of consulting services for the PBM vendor(s). 

 3.2.3  Full  cooperation  with  PEIA  in  any  and  all  inquiries  made  by  State  or 
 federal regulatory or oversight authorities. 

 3.2.4  Full  compliance  with  any  and  all  applicable  State  and  federal  laws  related 
 to  the  management  of  medical  and  pharmacy  claims  needed  for  and/or  related  to  the 
 procurement process for a PBM vendor. 

 3.2.5  Full  indemnification  of  PEIA  for  any  claims  resulting  for  its  failure  to 
 follow  any  and  all  applicable  State  and  federal  laws  related  to  the  purchasing  and 
 procurement of a PBM vendor. 

 3.3.  Mandatory  Contract  Services  Requirements  and  Deliverables:  Contract 
 Services must meet or exceed the mandatory requirements listed below. 

 3.3.1.  PEIA will provide the following to the successful vendor: 

 3.3.1.1.  A list of potential bidders to be developed with the Consultant. 

 3.3.1.2.  Background  information,  data,  current  challenges,  PEIA 
 objectives,  and  any  census  type  data  necessary  for  inclusion  in 
 the RFP. 

 3.3.1.3.  PEIA mandatory criteria/terms. 

 3.3.2.  The Consultant vendor shall provide: 

 3.3.2.1.  Industry  expertise  in  the  development,  issuance,  and  analysis  of 
 a PBM RFP and subsequent contract negotiation. 

 3.3.2.2.  The  most  up  to  date  design  and  terms  for  a  PBM  RFP, 
 including  but  not  limited  to,  guaranteed  PMPM  requirement, 
 reimbursement  methodology,  formulary/rebate  management, 
 utilization  management,  pricing,  performance  measures, 
 reporting,  and  bidder’s  programs  or  capabilities  to  achieve  the 
 lowest  net  cost  via  collaboration  with  340b  covered  entities, 
 etc. 

 3.3.2.3.  Instructions  to  potential  vendors  including,  but  not  limited,  to 
 proposal  submission  form  and  style;  services  to  be  expected; 
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 financial  viability;  network  availability;  claims  processing 
 procedures;  utilization  management  protocols;  disease 
 management  services;  benefit  design,  and  all  other  services 
 related to PEIA’s Preferred Provider Benefit Plan. 

 3.3.2.4.  Develop  the  RFP  in  a  manner  that  may  allow  the  vendors  to  bid 
 on separate services or all services being requested by PEIA. 

 3.3.2.5.  Detailed  questions  and  tables  to  be  included  to  determine  the 
 proficiency  and  experience  of  the  vendor(s)  in  the  areas  for 
 which  the  vendor  is  bidding.  The  questionnaire  will  include  at 
 a  minimum  any  financial  arrangements,  system  interfaces  and 
 technical  requirements,  claim  administration  services,  general 
 vendor  history,  legal  and  liability  conditions,  references, 
 reporting  and  performance  guarantees.  The  RFP  and  proposals 
 must  be  in  a  format  that  is  easily  retrievable  and  able  to  be 
 saved  for  review  and  future  reference.  PEIA  wants  as 
 streamlined  an  RFP  as  possible  without  repetitive  or 
 unnecessary questions. 

 3.3.2.6.  Detailed  design  of  a  cost  proposal  that  will  allow  a  concise  and 
 equitable  comparison  of  all  RFP  bidders’  services  in  either  part 
 or  as  a  whole  service  provider.  The  cost  proposal  methodology 
 must be approved by PEIA. 

 3.3.2.6.1.  Cost  proposal  shall  include  an  all-inclusive, 
 lowest  cost,  fully  fiduciary  guaranteed  PMPM 
 guarantee; 

 3.3.2.6.2.  an all-inclusive PMPM administrative fee; 

 3.3.2.6.3.  the  PBM’s  Copay  Optimization  and  True 
 Accumulation  programs  for  specialty  medications 
 and any non-specialty medications, if applicable. 

 3.3.2.6.4.  any  suggested  alternative  pricing  methodologies 
 or  concepts  mutually  agreed  upon  by  this  vendor 
 and PEIA. 

 3.3.2.7.  Proposal  requirements  to  include  administrative  reporting  and 
 claim  management  needs  specific  to  PEIA  and  any  additional 
 costs  that  may  be  associated  with  ad  hoc  reporting 
 requirements. 
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 3.3.2.8.  Measurement criteria that will be used to select the finalist(s). 

 3.3.2.9.  A list of potential bidders to be developed with the PEIA. 

 3.3.2.10.  A  written  comparison  of  the  evaluations  of  the  RFPs  submitted 
 by  the  bidders  with  analysis  and  recommendations,  including  a 
 comparative  analysis  of  the  top  three  recommendations.  The 
 comparative  analysis  must  be  completed  separately  for  the 
 technical  and  the  cost  proposals.  It  must  include:  the 
 evaluation/narrative,  supporting  documentation  for  any  point 
 deductions, scoring, etc. 

 3.3.2.11.  Availability  in  the  event  of  an  administrative  or  legal  challenge 
 to the contract award to explain the evaluation process. 

 3.3.2.12.  Availability  at  the  Bidder’s  Conference  and  response  to 
 questions. 

 3.3.2.13.  Act  as  a  liaison  for  data  exchanges  necessary  for  PBM  bidders 
 to  receive  data  needed  for  the  submission  of  qualified  and 
 competent proposals. 

 3.3.2.14.  Provide support to PEIA during contract negotiation. 

 4.  CONTRACT AWARD: 

 4.1.  Contract  Award:  The  Contract  is  intended  to  provide  PEIA  with  a  purchase  price 
 for  the  Contract  Services.  The  Contract  shall  be  awarded  to  the  Vendor  that 
 provides  the  Contract  Services  meeting  the  required  specifications  for  the  lowest 
 overall total cost(s) as shown on the Pricing Page. 

 4.2.  Pricing  Page:  Vendor  should  complete  the  Pricing  Page  by  providing  a  fixed  fee 
 cost for all services outlined in this RFQ. 

 Vendor  should  complete  the  Pricing  Page  in  full  as  failure  to  complete  the  Pricing 
 Page in its entirety may result in Vendor’s bid being disqualified. 

 Vendor  should  type  or  electronically  enter  the  information  into  the  Pricing  Page  to 
 prevent errors in the evaluation.  See Attachment A of this RFQ. 

 5.  PERFORMANCE:  Vendor  and  PEIA  shall  agree  upon  a  schedule  for  performance  of 
 Contract  Services  and  Contract  Services  Deliverables,  unless  such  a  schedule  is  already 
 included  herein  by  PEIA.  In  the  event  this  Contract  is  designated  as  an  open-end  contract, 



 REQUEST FOR QUOTATION 
 Pharmacy Benefit Management Solicitation Consulting 

 ARFQ PEI2500000001 

 Vendor  shall  perform  in  accordance  with  the  release  orders  that  may  be  issued  against  this 
 Contract. 

 6.  PAYMENT:  PEIA  shall  pay  fixed  fee  contract,  as  shown  on  the  Pricing  Pages,  for  all 
 Contract  Services  performed  and  accepted  under  this  Contract.  Vendor  shall  accept 
 payment in accordance with the payment procedures of the State of West Virginia. 

 7.  TRAVEL:  Vendor  shall  be  responsible  for  all  mileage  and  travel  costs,  including  travel 
 time,  associated  with  performance  of  this  Contract.  Any  anticipated  mileage  or  travel  costs 
 may  be  included  in  the  flat  fee  or  hourly  rate  listed  on  Vendor’s  bid,  but  such  costs  will  not 
 be paid by PEIA separately. 

 8.  FACILITIES  ACCESS:  Performance  of  Contract  Services  may  require  access 
 cards  and/or  keys  to  gain  entrance  to  PEIA’s  facilities.  In  the  event  that  access 
 cards and/or keys are required: 

 8.1.  Vendor  must  identify  principal  service  personnel  which  will  be  issued  access 
 cards and/or keys to perform service. 

 8.2.  Vendor  will  be  responsible  for  controlling  cards  and  keys  and  will  pay 
 replacement fee, if the cards or keys become lost or stolen. 

 8.3.  Vendor  shall  notify  PEIA  immediately  of  any  lost,  stolen,  or  missing  card  or 
 key. 

 8.4.  Anyone  performing  under  this  Contract  will  be  subject  to  PEIA’s  security 
 protocol and procedures. 

 8.5.  Vendor shall inform all staff of PEIA’s security protocol and procedures. 

 9.  VENDOR DEFAULT: 

 9.1.  The following shall be considered a vendor default under this Contract. 

 9.1.1.  Failure  to  perform  Contract  Services  in  accordance  with  the 
 requirements contained herein. 

 9.1.2.  Failure  to  comply  with  other  specifications  and  requirements 
 contained herein. 

 9.1.3.  Failure  to  comply  with  any  laws,  rules,  and  ordinances  applicable 
 to the Contract Services provided under this Contract. 

 9.1.4.  Failure to remedy deficient performance upon request. 



 REQUEST FOR QUOTATION 
 Pharmacy Benefit Management Solicitation Consulting 

 ARFQ PEI2500000001 

 9.2.  The following remedies shall be available to PEIA upon default. 

 9.2.1.  Immediate cancellation of the Contract. 

 9.2.2.  Immediate  cancellation  of  one  or  more  release  orders  issued  under 
 this Contract. 

 9.2.3.  Any other remedies available in law or equity. 

 10.  MISCELLANEOUS: 

 10.1.  Work  Product:  Any  and/or  all  work  performed  under  the  Scope  of  Work  of  this 
 RFQ  shall  be  considered  “Work  Product”  and  the  sole  property  of  the  PEIA  and/or 
 the  State  of  West  Virginia.  The  work  product  may  not  be  shared  with  any  other 
 entity and/or third party(ies) without the prior express written consent of the PEIA. 

 10.2.  Contract  Manager:  During  its  performance  of  this  Contract,  Vendor  must 
 designate  and  maintain  a  primary  contract  manager  responsible  for  overseeing 
 Vendor’s  responsibilities  under  this  Contract.  The  Contract  manager  must  be 
 available  during  normal  business  hours  to  address  any  customer  service  or  other 
 issues  related  to  this  Contract.  Vendor  must  provide  in  writing  its  Contract  manager 
 and his/her contact information within its bid. 

 Contract Manager:  ______________________ 
 Telephone Number:  ________________________ 
 Fax Number:  ______________________________ 
 Email Address:  ____________________________ 

 10.3.  All  communication,  inquiries,  and  final  quotations  regarding  this  RFQ  must  be 
 submitted in writing to the following individual: 

 Ms. Felice B. Joseph, RPh 
 WV Public Employees Insurance Agency 
 601 57  th  Street, SE, Suite 2 
 Charleston, WV 25304-2345 
 Facsimile:  (304) 558-2470 
 E-mail:  Felice.B.Joseph@wv.gov 

 The Vendor, or anyone on its behalf, is not permitted to make any contact 
 whatsoever with any member of the evaluation committee.  Violations may result 
 in rejection of the bid. 

mailto:Felice.B.Joseph@wv.gov
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Vendor Contact Information

Contact Name

Address

Phone Number

Email

Vendor Quote

Vendor Confirmation

Signature

Title

Date

The signature below binds the Vendor to the pricing submitted for the scope of work to be performed 
under this RFQ. This is a fixed cost contract. The cost shall include all project costs including travel, 
meals, etc. The vendor shall submit the cost proposal in the above format.

Attachment A
Pricing Summary Form

Name of Firm:

Development, issuance, evaluation of an RFP, and negotiation of 
PBM contract $
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Name
Title
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Relevant Certifications
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Name
Title
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Relevant Certifications
Education

Attachment B
Vendor Personnel Resumes
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Title
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Title
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Relevant Certifications
Education

Vendor Personnel Resumes
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Contact Person
Position
Address
City, State, Zip
Telephone Number
E-mail Address
Project Description

Project Dates
Personnel Assigned

Contact Person
Position
Address
City, State, Zip
Telephone Number
E-mail Address
Project Description

Project Dates
Personnel Assigned

Attachment C
Vendor Experience Reference Information

Reference #1 (Required)

Reference #2 (Required)
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Contact Person
Position
Address
City, State, Zip
Telephone Number
E-mail Address
Project Description

Project Dates
Personnel Assigned

Contact Person
Position
Address
City, State, Zip
Telephone Number
E-mail Address
Project Description

Project Dates
Personnel Assigned

Vendor Experience Reference Information

Reference #3 (Required)

Reference #4 (Optional)
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REQUEST FOR QUOTATION WV PUBLIC EMPLOYEES INSURANCE AGENCY

Contact Person
Position
Address
City, State, Zip
Telephone Number
E-mail Address
Project Description

Project Dates
Personnel Assigned

Contact Person
Position
Address
City, State, Zip
Telephone Number
E-mail Address
Project Description

Project Dates
Personnel Assigned

Additional Reference (Optional)

Additional Reference (Optional)

Vendor Experience Reference Information
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VENDOR REQUIREMENTS

YES NO IF "NO", PROVIDE EXPLANATION

MANDATORY ATTACHMENTS

YES NO IF "NO", PROVIDE EXPLANATION

(Company)

(Representative Name, Title)

(Date)

ATTACHMENT

A
B
C
D

3.1.13
3.1.14

MANDATORY - THIS ATTACHMENT MUST BE COMPLETED AND INCLUDED WITH VENDOR PROPOSAL. 
ALL ITEMS INCLUDED WITH THE VENDOR'S PROPOSAL MUST BE MARKED.

RFQ Qualification Checklist
Attachment D

3.1.15
3.1.16

(Vendor is recommended to include *all* attachments with proposal that require a Vendor response. However, 
the below items MUST be included with the proposal or the bid will be disqualified. All other attachments must 
be received prior to final contract award).

QUALIFICATION

3.1.1

3.1.2

3.1.3

3.1.4
3.1.5
3.1.6
3.1.7
3.1.8
3.1.9

3.1.10
3.1.11
3.1.12
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Attachment E
HIPAA BUSINESS ASSOCIATE ADDENDUM & APPENDIX

SEE ATTACHED FORM

FINAL CONTRACT WILL NOT BE NEGOTIATED UNTIL THIS ADDENDUM IS FULLY EXECUTED.
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Appendix A 

Name of Associate: _________________________________________________________ 

Name of Agency(ies) (the Covered Entity[ies]):  The West Virginia Public Employees 

Insurance Agency (PEIA)  

Describe the PHI.  If not applicable please indicate the same. 

Per 45 CFR, Part 160.103 

Health information means any information, whether oral or recorded in any form or medium, 

that: 

(1) Is created or received by a health care provider, health plan, public health authority, 

employer, life insurer, school or university, or health care clearinghouse; and 

 

(2) Relates to the past, present, or future physical or mental health or condition of an 

individual; the provision of health care to an individual; or the past, present, or future 

payment for the provision of health care to an individual. 

Individually identifiable health information is information that is a subset of health information, 

including demographic information collected from an individual, and:  

(1) Is created or received by a health care provider, health plan, employer, or health care 

clearinghouse; and 

 

(2) Relates to the past, present, or future physical or mental health or condition of an 

individual; the provision of health care to an individual; or the past, present, or future 

payment for the provision of health care to an individual; and 

(i) That identifies the individual; or 

 

(ii) With respect to which there is a reasonable basis to believe the information 

can be used to identify the individual. 

Protected health information means individually identifiable health information: 

(1) Except as provided in paragraph (2) of this definition, that is: 
 
(i) Transmitted by electronic media; 
 
(ii) Maintained in electronic media; or 
 
(iii) Transmitted or maintained in any other form or medium.       
 

 
The information provided to, transmitted by, and/or created by the Associate and/or stored and/or 
maintained by the Associate in electronic form(s) on platform(s) owned, managed and/or 



administered by the Associate, pursuant to the Agreement will include the minimum necessary to 
perform the scope of services defined in the RFQ, e.g. consulting services related to PEIA’s 
proposed solicitation and potential procurement of and for Pharmacy Benefits Management 
services provided to the Plan(s) to ensure that the Agency makes an informed decision based on 
the most up-to-date pharmacy benefits management practices, trends, and pricing.  The 
information to be released to the Consultant vendor may include, but may not be limited to: 
 

a) The Associate, as the defined “Business Partner” will provide direct and indirect 
consultation to the Covered Entity for the Covered Entity’s Clinical Division by reviewing 
member and/or dependent(s) medical claims record(s) including, but not limited to: 
member/dependent(s) demographics(s) (PII); member/dependent(s) pharmacy claim(s) 
information; date(s) of service; claim(s) paid; pharmacy billing pattern(s); billing coding; 
claim(s) trend(s); application of rebates/coupons and/or other renumeration(s); and/or 
identified billing/coding outliers for the meaningful use of the Covered Entity’s proposed 
procurement of a Pharmacy Benefits Management contract. 

b) The Associate, as the defined “Business Partner” will provide administrative, technical, 

and/or procedural support to the Covered Entity for the Covered Entity’s Clinical and 

Pharmacy programs by reviewing deidentified PEIA member and/or dependent(s) medical 

claims record(s) including, but not limited to: member/dependent(s) pharmacy claims; 

member and/or dependent(s) specialty pharmacy claim(s) information; 

member/dependent(s) medical claim(s) information; date(s) of service; claim(s) paid; 

provider billing pattern(s); billing coding; claim(s) trend(s); and/or other pertinent data. 

c) The Associate may have access to the Covered Entity’s member/dependent PII/PHI via 

access to information used, stored, and/or maintained by other Business Associates of 

the Covered Entity, including but not limited to: the Third Party Claims Administrator, the 

Pharmacy Benefits Manager, The Data “Warehouse” or repository, the Covered Entity’s 

Specialty Pharmacy services provider, etc. 

d) The Associate shall have access to the system(s) and/or application(s) that would ensure 

that the vendor(s) provided adequate protection(s) and/or controls – both internal and 

external – as to ensure that PEIA secures best value pricing and market coverage. 

e) The Associate shall comply with any and/or all provisions of Titles I & II of the Health 

Insurance Portability and Accountability Act of 1996, Pub.L. 104–191, 110 Stat. 1936, as 

amended, and the Health Information Technology for Economic and Clinical Health Act 

(HITECH) enacted as part of the American Reinvestment and Reauthorization Act of 2009 

(ARRA), including the Final Omnibus Rule. 

f) In all cases, only the minimum necessary PII/PHI will be provided that will meet the 

identified business purpose or need. 

 

 



REQUEST FOR QUOTATION WV PUBLIC EMPLOYEES INSURANCE AGENCY

Attachment F
DATA MANAGEMENT ADDENDUM & APPENDIX

NOTE: THE TERMS OF THE DATA MANAGEMENT ADDENDUM ARE NON-NEGOTIABLE AND
MUST BE EXECUTED AS-IS IN ANY EVENTUAL CONTRACT RESULTING FROM THIS RFP

SEE ATTACHED FORM

FINAL CONTRACT WILL NOT BE NEGOTIATED UNTIL THIS ADDENDUM IS FULLY EXECUTED.
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Data Exchange – Data Management Addendum 

 

1. Definitions: 
Acceptable alternative data center location means a country that is identified as providing 
equivalent or stronger data protection than the United States, in terms of both regulation 
and enforcement. DLA Piper’s Privacy Heatmap shall be utilized for this analysis and may 
be found at https://www.dlapiperdataprotection.com/index.html?t=world-
map&c=US&c2=IN.  
 
Authorized Persons means the service provider’s employees, contractors, subcontractors 
or other agents who have responsibility in protecting or have access to the public 
jurisdiction’s personal data and non-public data to enable the service provider to perform 
the services required. 

Data Breach means the unauthorized access and acquisition of unencrypted and 
unredacted personal data that compromises the security or confidentiality of a public 
jurisdiction’s personal information and that causes the service provider or public 
jurisdiction to reasonably believe that the data breach has caused or will cause identity 
theft or other fraud.    

Individually Identifiable Health Information means information that is a subset of health 
information, including demographic information collected from an individual, and (1) is 
created or received by a health care provider, health plan, employer or health care 
clearinghouse; and (2) relates to the past, present or future physical or mental health or 
condition of an individual; the provision of health care to an individual; or the past, present 
or future payment for the provision of health care to an individual; and (a) that identifies 
the individual; or (b) with respect to which there is a reasonable basis to  believe the 
information can be used to identify the individual. 

Non-Public Data means data, other than personal data, that is not subject to distribution 
to the public as public information. It is deemed to be sensitive and confidential by the 
public jurisdiction because it contains information that is exempt by statute, ordinance or 
administrative rule from access by the general public as public information. 

Personal Data means data that includes information relating to a person that identifies 
the person by first name or first initial, and last name, and has any of the following 
personally identifiable information (PII): government-issued identification numbers (e.g., 
Social Security, driver’s license, state identification card); financial account information, 
including account number, credit or debit card numbers; or protected health information 
(PHI). 

Protected Health Information (PHI) means individually identifiable health information 
transmitted by electronic media, maintained in electronic media, or transmitted or 
maintained in any other form or medium. PHI excludes education records covered by the 
Family Educational Rights and Privacy Act (FERPA), as amended, 20 U.S.C. 1232g, 
records described at 20 U.S.C. 1232g(a)(4)(B)(iv) and employment records held by a 
covered entity in its role as employer. 

https://www.dlapiperdataprotection.com/index.html?t=world-map&c=US&c2=IN
https://www.dlapiperdataprotection.com/index.html?t=world-map&c=US&c2=IN
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Public Jurisdiction means any government or government agency that uses these terms 
and conditions. The term is a placeholder for the government or government agency.  
 
Public Jurisdiction Data means all data created or in any way originating with the public 
jurisdiction, and all data that is the output of computer processing or other electronic 
manipulation of any data that was created by or in any way originated with the public 
jurisdiction, whether such data or output is stored on the public jurisdiction’s hardware, 
the service provider’s hardware or exists in any system owned, maintained or otherwise 
controlled by the public jurisdiction or by the service provider.  
 
Public Jurisdiction Identified Contact means the person or persons designated in writing 
by the public jurisdiction to receive security incident or breach notification.  
 
Restricted data means personal data and non-public data. 
 
Security Incident means the actual unauthorized access to personal data or non-public 
data the service provider believes could reasonably result in the use, disclosure or theft 
of a public jurisdiction’s unencrypted personal data or non-public data within the 
possession or control of the service provider. A security incident may or may not turn into 
a data breach.  
 
Service Provider means the contractor and its employees, subcontractors, agents and 
affiliates who are providing the services agreed to under the contract.  
 
Software-as-a-Service (SaaS) means the capability provided to the consumer to use the 
provider’s applications running on a cloud infrastructure. The applications are accessible 
from various client devices through a thin-client interface such as a Web browser (e.g., 
Web-based email) or a program interface. The consumer does not manage or control the 
underlying cloud infrastructure including network, servers, operating systems, storage or 
even individual application capabilities, with the possible exception of limited user-specific 
application configuration settings. 
 
2. Data Ownership: The public jurisdiction will own all right, title and interest in its data 
that is related to the services provided by this contract. The service provider shall not 
access public jurisdiction user accounts or public jurisdiction data, except (1) in the course 
of data center operations, (2) in response to service or technical issues, (3) as required 
by the express terms of this contract or (4) at the public jurisdiction’s written request.  
 
3. Data Protection and Privacy: Protection of personal privacy and data shall be an 
integral part of the business activities of the service provider to ensure there is no 
inappropriate or unauthorized use of public jurisdiction information at any time. To this 
end, the service provider shall safeguard the confidentiality, integrity and availability of 
public jurisdiction information and comply with the following conditions:  

a) The service provider shall implement and maintain appropriate administrative, 
technical and physical security measures to safeguard against unauthorized 
access, disclosure or theft of personal data and non-public data. In Appendix A, 
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the public jurisdiction shall indicate whether restricted information will be 
processed by the service provider. Such security measures shall be in accordance 
with recognized industry practice and not less stringent than the measures the 
service provider applies to its own personal data and non-public data of similar 
kind. The service provider shall ensure that all such measures, including the 
manner in which personal data and non-public data are collected, accessed, used, 
stored, processed, disposed of and disclosed, comply with applicable data 
protection and privacy laws, as well as the terms and conditions of this Addendum 
and shall survive termination of the underlying contract. 

b) The service provider represents and warrants that its collection, access, use, 
storage, disposal and disclosure of personal data and non-public data do and will 
comply with all applicable federal and state privacy and data protection laws, as 
well as all other applicable regulations, policies and directives. 

c) The service provider shall support third-party multi-factor authentication integration 
with the public jurisdiction third-party identity provider to safeguard personal data 
and non-public data. 

d) If, in the course of its engagement by the public jurisdiction, the service provider 
has access to or will collect, access, use, store, process, dispose of or disclose 
credit, debit or other payment cardholder information, the service provider shall at 
all times remain in compliance with the Payment Card Industry Data Security 
Standard (“PCI DSS”) requirements, including remaining aware at all times of 
changes to the PCI DSS and promptly implementing all procedures and practices 
as may be necessary to remain in compliance with the PCI DSS, in each case, at 
the service provider’s sole cost and expense. All data obtained by the service 
provider in the performance of this contract shall become and remain the property 
of the public jurisdiction.  

e) All personal data shall be encrypted at rest and in transit with controlled access. 
Unless otherwise stipulated, the service provider is responsible for encryption of 
the personal data.  

f)  Unless otherwise stipulated, the service provider shall encrypt all non-public data 
at rest and in transit, in accordance with recognized industry practice. The public 
jurisdiction shall identify data it deems as non-public data to the service provider.  

g) At no time shall any data or process – that either belong to or are intended for the 
use of a public jurisdiction or its officers, agents or employees — be copied, 
disclosed or retained by the service provider or any party related to the service 
provider for subsequent use in any transaction that does not include the public 
jurisdiction. 

h) The service provider shall not use or disclose any information collected in 
connection with the service issued from this proposal for any purpose other than 
fulfilling the service. 

i) Data Location. For non-public data and personal data, the service provider shall 
provide its data center services to the public jurisdiction and its end users solely 
from data centers in the U.S. Storage of public jurisdiction data at rest shall be 
located solely in data centers in the U.S. The service provider shall not allow its 
personnel or contractors to store public jurisdiction data on portable devices, 
including personal computers, except for devices that are used and kept only at its 
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U.S. data centers. With agreement from the public jurisdiction, this term may be 
met by the service provider providing its services from an acceptable alternative 
data center location, which agreement shall be stated in Appendix A. The Service 
Provider may also request permission to utilize an acceptable alternative data 
center location during a procurement’s question and answer period by submitting 
a question to that effect. The service provider shall permit its personnel and 
contractors to access public jurisdiction data remotely only as required to provide 
technical support.  

 
4. Security Incident or Data Breach Notification: The service provider shall inform the 
public jurisdiction of any confirmed security incident or data breach.  

a) Incident Response: The service provider may need to communicate with outside 
parties regarding a security incident, which may include contacting law 
enforcement, fielding media inquiries and seeking external expertise as defined by 
law or contained in the contract. Discussing security incidents with the public 
jurisdiction shall be handled on an urgent as-needed basis, as part of service 
provider communication and mitigation processes defined by law or contained in 
the contract.  

b) Security Incident Reporting Requirements: The service provider shall report a 
confirmed Security Incident as soon as practicable, but no later than twenty-four 
(24) hours after the service provider becomes aware of it, to: (1) the department 
privacy officer, by email, with a read receipt, identified in Appendix A; and, (2) 
unless otherwise directed by the public jurisdiction in the underlying contract, the 
WVOT Online Computer Security and Privacy Incident Reporting System  at 
https://apps.wv.gov/ot/ir/Default.aspx, and (3)  the public jurisdiction point of 
contact for general contract oversight/administration.  The following information 
shall be shared with the public jurisdiction: (1) incident phase (detection and 
analysis; containment, eradication and recovery; or post-incident activity), (2) 
projected business impact, and, (3) attack source information. 

c) Breach Reporting Requirements: Upon the discovery of a data breach or 
unauthorized access to non-public data, the service provider shall immediately 
report to: (1) the department privacy officer, by email, with a read receipt, identified 
in Appendix A; and, (2) unless otherwise directed by the public jurisdiction in the 
underlying contract, the WVOT Online Computer Security and Privacy Incident 
Reporting System  at https://apps.wv.gov/ot/ir/Default.aspx, and the public 
jurisdiction point of contact for general contract oversight/administration. 

 
5. Breach Responsibilities: This section only applies when a data breach occurs with 
respect to personal data within the possession or control of the service provider.  

a) Immediately after being awarded a contract, the service provider shall provide the 
public jurisdiction with the name and contact information for an employee of service 
provider who shall serve as the public jurisdiction’s primary security contact and 
shall be available to assist the public jurisdiction twenty-four (24) hours per day, 
seven (7) days per week as a contact in resolving obligations associated with a 
data breach. The service provider may provide this information in Appendix A. 

https://apps.wv.gov/ot/ir/Default.aspx
https://apps.wv.gov/ot/ir/Default.aspx
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b) Immediately following the service provider’s notification to the public jurisdiction of 
a data breach, the parties shall coordinate cooperate with each other to investigate 
the data breach. The service provider agrees to fully cooperate with the public 
jurisdiction in the public jurisdiction’s handling of the matter, including, without 
limitation, at the public jurisdiction’s request, making available all relevant records, 
logs, files, data reporting and other materials required to comply with applicable 
law and regulation.  

c) Within 72 hours of the discovery, the service provider shall notify the parties listed 
in 4(c) above, to the extent known: (1) date of discovery; (2) list of data elements 
and the number of individual records; (3)  description of the unauthorized persons 
known or reasonably believed to have improperly used or disclosed the personal 
data; (4)  description of where the personal data is believed to have been 
improperly transmitted, sent, or utilized; and, (5)  description of the probable 
causes of the improper use or disclosure. 

d) The service provider shall (1) cooperate with the public jurisdiction as reasonably 
requested by the public jurisdiction to investigate and resolve the data breach, (2) 
promptly implement necessary remedial measures, if necessary, and prevent any 
further data breach at the service provider’s expense in accordance with 
applicable privacy rights, laws and regulations and (3) document responsive 
actions taken related to the data breach, including any post-incident review of 
events and actions taken to make changes in business practices in providing the 
services, if necessary.  

e) If a data breach is a direct result of the service provider’s breach of its contract 
obligation to encrypt personal data or otherwise prevent its release, the service 
provider shall bear the costs associated with (1) the investigation and resolution of 
the data breach; (2) notifications to individuals, regulators or others required by 
state or federal law; (3) a credit monitoring service  (4) a website or a toll-free 
number and call center for affected individuals required by state law — all not to 
exceed the average per record per person cost calculated for data breaches in the 
United States in the most recent Cost of Data Breach Study: Global Analysis 
published by the Ponemon Institute at the time of the data breach (or other similar 
publication if the named publication has not issued an updated average per record 
per cost in the last 5 years at the time of the data breach); and (5) complete all 
corrective actions as reasonably determined by service provider based on root 
cause. The service provider agrees that it shall not inform any third party of any 
data breach without first obtaining  the public jurisdiction’s prior written consent, 
other than to inform a complainant that the matter has been forwarded to the public 
jurisdiction’s legal counsel and/or engage a third party with appropriate expertise 
and confidentiality protections for any reason connected to the data breach. Except 
with respect to where the service provider has an independent legal obligation to 
report a data breach,  the service provider agrees that the public jurisdiction shall 
have the sole right to determine: (1) whether notice of the data breach is to be 
provided to any individuals, regulators, law enforcement agencies, consumer 
reporting agencies or others, as required by law or regulation, or otherwise in the 
public jurisdiction’s discretion; and (2) the contents of such notice, whether any 
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type of remediation may be offered to affected persons, and the nature and extent 
of any such remediation. The service provider retains the right to report activity to 
law enforcement.  
 
 

6. Notification of Legal Requests: The service provider shall contact the public 
jurisdiction upon receipt of any electronic discovery, litigation holds, discovery searches 
and expert testimonies related to the public jurisdiction’s data under this contract, or which 
in any way might reasonably require access to the data of the public jurisdiction. The 
service provider shall not respond to subpoenas, service of process and other legal 
requests related to the public jurisdiction without first notifying the public jurisdiction, 
unless prohibited by law from providing such notice.  
 
7. Termination and Suspension of Service:  

a) In the event of a termination of the contract, the service provider shall implement 
an orderly return of public jurisdiction data within the time period and format 
specified in the contract (or in the absence of a specified time and format, a mutually 
agreeable time and format) and after the data has been successfully returned, 
securely and permanently dispose of public jurisdiction data.  

b) During any period of service suspension, the service provider shall not take any 
action to intentionally erase any public jurisdiction data.  

c) In the event the contract does not specify a time or format for return of the public 
jurisdiction’s data and an agreement has not been reached, in the event of 
termination of any services or agreement in entirety, the service provider shall not 
take any action to intentionally erase any public jurisdiction data for a period of:  

• 10 days after the effective date of termination, if the termination is in 
accordance with the contract period  

• 30 days after the effective date of termination, if the termination is for 
convenience 

• 60 days after the effective date of termination, if the termination is for 
cause 

After such period, the service provider shall have no obligation to maintain or 
provide any public jurisdiction data and shall thereafter, unless legally prohibited, 
delete all public jurisdiction data in its systems or otherwise in its possession or 
under its control.  

d) The public jurisdiction shall be entitled to any post-termination assistance generally 
made available with respect to the services, unless a unique data retrieval 
arrangement has been established as part of the Contract.  

e) The service provider shall securely dispose of all requested data in all of its forms, 
such as disk, CD/ DVD, backup tape and paper, when requested by the public 
jurisdiction. Data shall be permanently deleted and shall not be recoverable, 
according to National Institute of Standards and Technology (NIST)-approved 
methods. Certificates of destruction shall be provided to the public jurisdiction.  

 
8. Background Checks: The service provider shall conduct criminal background checks 
in compliance with W.Va. Code §15-2D-3 and not utilize any staff to fulfill the obligations 
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of the contract, including subcontractors, who have been convicted of any crime of 
dishonesty, including but not limited to criminal fraud, or otherwise convicted of any felony 
or misdemeanor offense for which incarceration for up to 1 year is an authorized penalty. 
The service provider shall promote and maintain an awareness of the importance of 
securing the public jurisdiction’s information among the service provider’s employees and 
agents.  
 
9. Oversight of Authorized Persons: During the term of each authorized person’s 
employment or engagement by service provider, service provider shall at all times cause 
such persons to abide strictly by service provider’s obligations under this Agreement and 
service provider’s standard policies and procedures. The service provider further agrees 
that it shall maintain a disciplinary process to address any unauthorized access, use or 
disclosure of personal data by any of service provider’s officers, partners, principals, 
employees, agents or contractors.  
 
10. Access to Security Logs and Reports: The service provider shall provide reports 
to the public jurisdiction in CSV format agreed to by both the service provider and the 
public jurisdiction. Reports shall include user access (successful and failed attempts), 
user access IP address, user access history and security logs for all public jurisdiction 
files and accounts related to this contract.  
 
11. Data Protection Self-Assessment: The service provider shall perform a Cloud 
Security Alliance STAR Self-Assessment by completing and submitting the “Consensus 
Assessments Initiative Questionnaire” to the Public Jurisdiction Identified Contact. The 
service provider shall submit its self-assessment to the public jurisdiction prior to contract 
award and, upon request, annually thereafter, on the anniversary of the date of contract 
execution. Any deficiencies identified in the assessment will entitle the public jurisdiction 
to disqualify the bid or terminate the contract for cause. 
  
12. Data Center Audit: The service provider shall perform an audit of its data center(s) 
at least annually at its expense and provide a redacted version of the audit report upon 
request. The service provider may remove its proprietary information from the redacted 
version. A Service Organization Control (SOC) 2 audit report or approved equivalent sets 
the minimum level of a third-party audit. Any deficiencies identified in the report or 
approved equivalent will entitle the public jurisdiction to disqualify the bid or terminate the 
contract for cause. 
 
13. Change Control and Advance Notice: The service provider shall give 30 days, 
advance notice (to the public jurisdiction of any upgrades (e.g., major upgrades, minor 
upgrades, system changes) that may impact service availability and performance. A 
major upgrade is a replacement of hardware, software or firmware with a newer or better 
version in order to bring the system up to date or to improve its characteristics.  
 
14. Security:  

a) At a minimum, the service provider’s safeguards for the protection of data shall 
include: (1) securing business facilities, data centers, paper files, servers, back-up 
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systems and computing equipment, including, but not limited to, all mobile devices 
and other equipment with information storage capability; (2) implementing network, 
device application, database and platform security; 3) securing information 
transmission, storage and disposal; (4) implementing authentication and access 
controls within media, applications, operating systems and equipment;  (5) 
implementing appropriate personnel security and integrity procedures and 
practices, including, but not limited to, conducting background checks consistent 
with applicable law; and (6) providing appropriate privacy and information security 
training to service provider’s employees. 

b) The service provider shall execute well-defined recurring action steps that identify 
and monitor vulnerabilities and provide remediation or corrective measures. Where 
the service provider’s technology or the public jurisdiction’s required dependence 
on a third-party application to interface with the technology creates a critical or high 
risk, the service provider shall remediate the vulnerability as soon as possible.  The 
service provider must ensure that applications used to interface with the service 
provider’s technology remain operationally compatible with software updates.  

c) Upon the public jurisdiction’s written request, the service provider shall provide a 
high-level network diagram with respect to connectivity to the public jurisdiction’s 
network that illustrates the service provider’s information technology network 
infrastructure.  

 
15. Non-disclosure and Separation of Duties: The service provider shall enforce 
separation of job duties, require commercially reasonable non-disclosure agreements, 
and limit staff knowledge of public jurisdiction data to that which is absolutely necessary 
to perform job duties.  
 
16. Import and Export of Data: The public jurisdiction shall have the ability to securely 
import, export or dispose of data in standard format in piecemeal or in entirety at its 
discretion without interference from the service provider. This includes the ability for the 
public jurisdiction to import or export data to/from other service providers identified in the 
contract (or in the absence of an identified format, a mutually agreeable format).  
 
17. Responsibilities: The service provider shall be responsible for the acquisition and 
operation of all hardware, software and network support related to the cloud services 
being provided. The technical and professional activities required for establishing, 
managing and maintaining the environments are the responsibilities of the service 
provider.  
 
18. Subcontractor Compliance: The service provider shall ensure that any of its 
subcontractors to whom it provides any of the personal data or non-public data it receives 
hereunder, or to whom it provides any personal data or non-public data which the service 
provider creates or receives on behalf of the public jurisdiction, agree to the restrictions, 
terms and conditions which apply to the service provider hereunder.  
 
19. Right to Remove Individuals: The public jurisdiction shall have the right at any time 
to require that the service provider remove from interaction with public jurisdiction any 
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service provider representative who the public jurisdiction believes is detrimental to its 
working relationship with the service provider. The public jurisdiction shall provide the 
service provider with notice of its determination, and the reasons it requests the removal. 
If the public jurisdiction signifies that a potential security violation exists with respect to 
the request, the service provider shall immediately remove such individual. The service 
provider shall not assign the person to any aspect of the contract without the public 
jurisdiction’s consent.  
 
20. Business Continuity and Disaster Recovery: The service provider shall provide a 
business continuity and disaster recovery plan executive summary upon request. Lack of 
a plan will entitle the public jurisdiction to terminate this contract for cause. 
 
21. Compliance with Accessibility Standards: The service provider shall comply with 
and adhere to Accessibility Standards of Section 508 Amendment to the Rehabilitation 
Act of 1973.  
 
22. Web Services: The service provider shall use web services exclusively to interface 
with the public jurisdiction’s data in near real time when possible.  
 
23. Encryption of Data at Rest: The service provider shall ensure hard drive encryption 
consistent with validated cryptography standards as referenced in FIPS 140-2, Security 
Requirements for Cryptographic Modules for all personal data. 
 
24. Subscription Terms: Service provider grants to a public jurisdiction a license to: 

a. Access and use the service for its business purposes;  
b. For SaaS, use underlying software as embodied or used in the service; and 
c. View, copy, upload, download (where applicable), and use service provider’s 

documentation. 
 
25. Equitable Relief: Service provider acknowledges that any breach of its covenants or 
obligations set forth in Addendum may cause the public jurisdiction irreparable harm for 
which monetary damages would not be adequate compensation and agrees that, in the 
event of such breach or threatened breach, the public jurisdiction is entitled to seek 
equitable relief, including a restraining order, injunctive relief, specific performance and 
any other relief that may be available from any court, in addition to any other remedy to 
which the public jurisdiction may be entitled at law or in equity. Such remedies shall not 
be deemed to be exclusive but shall be in addition to all other remedies available at law 
or in equity, subject to any express exclusions or limitations in this Addendum to the 
contrary. 
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AGREED: 
 
Name of Agency:____________________  Name of Vendor:___________________ 
 
 
Signature:__________________________  Signature:___________________________ 
 
 
Title:_____________________________   Title:_______________________________ 
 
 
Date:__________________________ ___  Date:_______________________________ 
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Appendix A

(To be completed by the Agency’s Procurement Officer prior to the execution of the Addendum, 
and shall be made a part of the Addendum.  Required information not identified prior to execution 
of the Addendum may only be added by amending Appendix A and the Addendum, via Change 
Order.) 

Name of Service Provider/Vendor: ______________________________________________ 

Name of Agency:______________________________________________________________ 

Agency/public jurisdiction’s required information: 

1. Will restricted information be processed by the service provider?
Yes
No

2. If yes to #1, does the restricted information include personal data?
Yes
No

3. If yes to #1, does the restricted information include non-public data?
Yes
No

4. If yes to #1, may the service provider store public jurisdiction data in a data center in an
acceptable alternative data center location, which is a country that is not the U.S.?
Yes
No

5. Provide name and email address for the Department privacy officer:

Name: __________________________________________________________

Email address:  ___________________________________________________

Vendor/Service Provider’s required information: 

6. Provide name and contact information for vendor’s employee who shall serve as the public
jurisdiction’s primary security contact:

Name: __________________________________________________________

Email address:  ___________________________________________________

Phone Number:  __________________ ________________________________

West Virginia Public Employees Insurance Agency



REQUEST FOR QUOTATION WV PUBLIC EMPLOYEES INSURANCE AGENCY

Vendors may register in one of the following ways:

1. Vendor Self Service (VSS)

VSS Link: https://prod-fin-vss.wvoasis.gov/webapp/prdvss11/AltSelfService

VSS FAQ: http://www.state.wv.us/admin/purchase/VendorReg.html

Help: wvOasis Help Desk
helpdesk@wvoasis.gov
304-558-6708

Download: http://www.state.wv.us/admin/purchase/vrc/wv1.pdf

Send to: Purchasing Division - Vendor Registration
2019 Washington Street East
Charleston, WV 25305-0130

Exemption to the $125 Vendor Registration Fee - In specific situations, the fee may be waived for
vendors providing goods/services to the State of West Virginia. This exemption only applies to
specific transactions. If a vendor provides an exempt service, but then wishes to provide a non-
exempt service, they are required to pay the registration fee before an award can be made for a non-
exempt service.

Attachment G
Vendor Registration Requirements

2. Vendor Registration and Disclosure Statement and Small, Women-, and Minority-
Owned Business Certification Application

Vendors must complete all three registrations below before an award document can be finalized. Registration is
not required for bidding.

Vendors may register with the WV Secretary of State and the WV Tax Department simultaneously at
http://www.business4wv.com, but wvOasis Vendor Registration is a separate and distinct process.

WV STATE VENDOR REGISTRATION - WVOASIS

Vendors doing business with the State of West Virginia are required to register with wvOasis. This
consists of [at minimum]: (A) registration in the VSS system (either manually or by paper
application), (B) submission of a W-9 to the State Finance Division, (C) disclosure of at least two
officers and banking information. and (D) payment of a $125 annual vendor registration fee
[Certain exemptions to the fee apply. Information below ]

Solicitation # ARFQ PEI2500000001 - PHARMACY BENEFIT MANAGEMENT CONSULTING



REQUEST FOR QUOTATION WV PUBLIC EMPLOYEES INSURANCE AGENCY

Business registration with the Secretary of State falls into one of the two categories:

a. Domestic (formed in West Virginia), or
b. Foreign (formed out-of-state)

You may contact the WV Secretary of State's Office with your questions @ 304-558-6000

If you need to speak to someone at the WV Tax Department, please call 304-558-8683.

NOTE:

You may use the Business4WV website to register with the WV Secretary of State and the WV Tax
Department simultaneously at http://www.business4wv.com. Please note there is a one-time fee of
$130.00.

Some vendor services commodities/services solicited by PEIA will qualify for this exemption. If a
vendor is unsure whether they need to pay the fee, they can contact the PEIA Procurement Officer or
the RFP Coordinator of the Solicitation they are reviewing.

WV SECRETARY OF STATE REGISTRATION

Registration with the WV Secretary of State's Office is required for all Vendors doing business with
the State of West Virginia, and may require a fee of $100.00 depending on the business registration
category.

Vendors may complete an Application for Exemption from Certificate of Authority with the WV
SOS if you feel your company qualifies. Please mail the completed form and include a check for
$25.00, made payable to WV SOS, along with a copy of the company's home state issued Certificate
of Good Standing / Certificate of Corporation.

http://www.sos.wv.gov/business-licensing/forms/Documents/Corporation/cf-2.pdf

WV TAX DEPARTMENT

All entities doing business in the State of West Virginia must be registered with WV TAX and pay a
one-time fee of $30.00.

An exemption with the WV Secretary of State does not mean you are exempt from registering with
the WV Tax Department.

Solicitation # ARFQ PEI2500000001 - PHARMACY BENEFIT MANAGEMENT CONSULTING
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